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INSIDE THIS EDITION: 

• Accelerate Her Future Fellowship– Apply Today! 

• Open Access Week 

• English Conversation Club 

• Financial Aid & Awards 

• Getting Your S*%& Together Workshop 

• Cyber Security Awareness Month 

• Deferring a Final Exam 

• Period Poverty Project Program 

• Mental Health First Aid Course 

• Selfies in a Public Bathroom 

• ASIST Training 

REGISTER HERE 
Register here! 

Everyone is invited to join us as President Tim Loreman presents the annual State of the University   
Address on Thursday, October 28 at 12:00 noon. It will be a virtual event, so we look forward to seeing 
you online at: meet.google.com/ysy-vetc-npq. 

  

Canada COVID-19 Survey 
 
Student Led Research: Please take the survey 

 https://forms.gle/ZPBEudaF6EFKdiSo7  

Complete the survey gets an chance  
to win a $5 gift card, it takes  
less than two minutes ! 
 

https://docs.google.com/forms/d/15Wxxnb1Y_MK5aSOT7xnCNMlJSC4dRM17_VFVXnkh6pc/viewform?edit_requested=true
https://docs.google.com/forms/d/e/1FAIpQLSehaZSbXMqDQk2tj9RKtS6qEhzS4Z43eV0kksH2X0IRJcECkw/viewform
http://meet.google.com/ysy-vetc-npq
https://forms.gle/ZPBEudaF6EFKdiSo7
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For more information: info@accelerateherfuture.com  

To apply visit us at https://accelerateherfuture.com/ 

mailto:info@accelerateherfuture.com
https://accelerateherfuture.com/






 

Lois Hole Humanities and Social      
Science Scholarship 

Value: $5000 
Application Deadline: December 1 

An annual $5,000 award to an undergraduate student en-
rolled full-time in the Faculty of Arts. The recipient must 
have completed a minimum of 30 credits at Concordia, be 
enrolled in the second or subsequent year of the program, 
demonstrate academic excellence, leadership and commu-
nity service. The recipient must be a Canadian Citizen, Per-
manent Resident or Protected Person and an Alberta resi-
dent. This program was made possible by funding from the 
Government of Alberta. 

How to Apply:  Complete the application form and submit it 
along with all supporting documentation to the Financial 
Aid and Awards Office HA120 by the December 1, 2021 deadline. 
 
 

 

Get ready!!  
The CUE Scholarships online  
application opens in NOVEMBER 
(undergraduate awards) 
 
FINANCIAL AID and AWARDS at CUE 
Visit our Financial Aid & Awards website to 
learn more about student awards and Events 
coming up. 

 
 

 
 

 
 

Have questions about student loans, scholarships or bursaries?  Ask us! 
Click here to book a Google Meet online advising appointment with a Concordia financial aid advisor. 
 
Financial Aid & Awards Office (located in Student & Enrolment Services, HA120) 
Email: finaid@concordia.ab.ca        Website: financialaid.concordia.ab.ca 

https://concordia.ab.ca/wp-content/uploads/2021/10/Lois-Hole-Humanities-and-Social-Sciences-Scholarship-Application-Form-2021-2022-fillable.pdf
https://concordia.ab.ca/student-services/financial-aid/scholarships-awards/cue-scholarships/
https://concordia.ab.ca/student-services/financial-aid/
https://concordia.ab.ca/student-services/financial-aid/


 

Student Life and Learning is excited to bring you the Getting Our S*%& Together      
Workshop Series. We're focusing on mental health and  academics with topics such       
as Perfectionism, Managing Stress, Handling Failure, and Attention. 
 
All workshops take place in the Design Thinking Space, located on the 2nd floor of 
the Allan Wachowich building. 

 Handling Failure: Monday, October 25 at 11am 

 Attention: Monday, November 1 at 3pm 

Registration Form   

https://docs.google.com/forms/d/
e/1FAIpQLScbFrWZ9vfIf9dAdYTTj9F1xCsJKw18XZnZXOcoZzwohpoxgQ/viewform 

https://forms.gle/6tHz8fTX47vpQsU57


Helping students understand how social engineering works in cyber scams 

 

October is Cyber Security Awareness 

Month and banks in Canada and the 

CBA are participating in this interna-

tional effort to help everyone learn 

how to protect themselves from online 

threats.  

 

Staying cyber safe means knowing who to trust online. Even the strongest security systems can be vulnerable when 

people are tricked into giving away sensitive information like login credentials or account details.  

In the Canadian Bankers Association’s Your Money Students financial literacy seminar, they talk about the importance 

of protecting against fraud. One key way to protect against online threats is knowing the tactics that cyber criminals 

will use to try to trick you. 

Cyber criminals often use scams to scare, confuse or rush you into taking some sort of action through a process 

known as social engineering. Social engineering presents realistic messages with urgent requests to trick us into giv-

ing away our personal information that scammers can use to commit financial fraud. But these tactics are easy to 

spot when you know what to look for! 

 

Three social engineering tactics to watch out for – check out the following three 30 second links! 

1. Fear as a motivator. Scams that use fear as a motivator often involve threatening or intimidating emails, phone 

calls and texts that appear to come from an authority figure, such as a police officer, the tax department or a 

bank. Cyber criminals hope to scare you into giving them your personal information or money. 

2. Urgent requests. Scams that use the tactic of an “urgent” request can involve suspicious emails, texts or phone 
calls that demand that you act quickly or there will be consequences. For example, the suspicious message 
might say that your bank account will be closed or that you’ll lose out on a deal. 

3. Irresistible opportunities. Some scams offer opportunities that are too good to be true. They are designed to 
trick you into providing sensitive information or downloading malware onto your device. Watch out for offers 
for free access to an app, game or program in exchange for login credentials. Other common scams include 
lottery or prize winnings or information about a lucrative job opportunity. 

 

(continued…) 

 

 

https://www.youtube.com/watch?v=ejSUdTpxRCQ
https://www.youtube.com/watch?v=MR1MutptDI0
https://www.youtube.com/watch?v=tOhB2GxvaiY


How to protect yourself 

 

 

 

 

 

 

 

• Slow down and don’t let messages of urgency influence you. Always take the time to review the details carefully, and 

research the 

• facts before you take any action. 

 

• Be suspicious of requests for your personal information. Your bank will never send you an email or call you on the phone 
asking you to disclose personal information such as your password, credit card number or your mother’s maiden name. 
Learn how to spot a phishing scam. 

• Limit what you share online. You probably know that you should be careful sharing personal details about yourself, like 
your home address or phone number, online. Seemingly innocent information, like the name of your first pet, can also be 
used to steal your data. 

• Install anti-virus, anti-spyware and firewalls purchased from trusted retailers or suppliers. Turn on automatic software 
updates when they are available in order to protect your devices against malware. 

• Be wary of downloading free apps, files, programs, software or screensavers. Malicious code, like spyware (that secretly 
monitors what you do online) and keystroke loggers (that secretly track what you’re typing) can be hidden within the 
download and used to steal your personal information, such as login credentials. 

• Use different passwords for each account. Using the same password for multiple accounts can lead to hacks across multi-
ple platforms. Using a unique password for each of your accounts may seem like a lot of work, but it’s worth the effort to 
keep your information safe from cyber criminals. Use a password manager to store login data for all your accounts, so you 
can access them easily with just one strong primary password. Just make sure you don’t store your most sensitive pass-
words, including your email accounts, your banking and financial accounts, and those used for your work, in any kind of 
password manager. Always memorize your most sensitive passwords. 

More tips! 

Check out the CBA’s website for more cyber security tips and resources and follow them on Twitter for daily reminders. The CBA’s 
Your Money Students seminar is also a great way for students to strengthen their financial literacy skills and learn how to spot 
scams.  

 

financialaid.concordia.ab.ca 

https://cba.ca/how-to-spot-a-phishing-scam?l=en-us
https://www.getcybersafe.gc.ca/en/blogs/how-avoid-sharing-too-much-information-online
https://www.getcybersafe.gc.ca/en/secure-your-devices/system-updates
https://www.getcybersafe.gc.ca/en/secure-your-devices/system-updates
https://cba.ca/what-is-malware?l=en-us
https://www.getcybersafe.gc.ca/en/blogs/why-you-should-never-use-same-password-more-one-account
https://www.getcybersafe.gc.ca/en/blogs/how-choose-right-password-manager-you
https://www.getcybersafe.gc.ca/en/resources/video-creating-strong-password
https://cba.ca/?cat=Fraud-Prevention
https://twitter.com/CdnBankers
https://cba.ca/about-your-money-students?l=en-us


How to Request a Deferred Final Exam 

 

A Deferred Final Exam request may be granted based on extenuating circumstances 
(eg. illness, family emergency), and the deferred exam’s format may be different 
than the original exam. Exam deferral requests are subject to deadlines.  

Review section 9.2.3 of the Academic Calendar. 

Please apply using an online form for the appropriate course. 

VOTE  HERE 

https://concordia.ab.ca/student-services/registrar/academic-calendar/CURRENT/9-0-academic-regulations/9-2-classroom-policies/#9.2.5
https://onlineservices.concordia.ab.ca/CI/e_forms/student_forms
https://fieldlawcommunityfund.com/ideas/period-poverty-project-cue/


Register NOW 

https://docs.google.com/forms/d/e/1FAIpQLSdJfDp4APkST5PUP3gsQhsCbi8_DO5Eocl5SnuUfEF5Ppm7nQ/viewform


Bathroom Etiquette: Selfies/Videos 

Video phoning in a public washroom is not a good idea, please refrain from 

using any video function in a washroom.  

People have an expectation of privacy in a washroom and are concerned by 

any video/camera use in any area of a washroom including the hand washing 

facilities. 

Registration Link 

https://docs.google.com/forms/d/e/1FAIpQLSfVXnc4HoeQ9eA2HTwURgIqSrIhBzs8byqUeEImEchnd_QSjQ/viewform



